	Safeguarding and Welfare Requirement: Safeguarding Personal Information 

Policy relates to changes to the Data Protection Regulations on 25th May 2018



10.16 Privacy Policy

As of 25th May 2018 new Data Protection Regulations come into force.  This is to inform you how we deal with your personal details and how we share any information. 

At Acorn Pre-School we take your privacy seriously and are committed to ensuring that your personal data is protected in accordance with data protection laws and used in line with your expectations.

This privacy notice explains in detail the types of personal data we may collect about you.  It also explains how we will store and handle the data and keep it safe.

We know that there is a lot of information here but we want you to be fully informed about your rights and how the setting uses your data.

Personal Information

Personal details of your child and yourselves are kept in a locked cupboard/filing cabinet.  These details are shared with Hampshire County Council for Funding purposes and sometimes to outside agencies but only with prior written consent.

Learning Journals

Staff members do work on the children’s Learning Journals at their homes but are aware of confidentiality and the information is not shared or stored at their homes or on their personal computers.

Learning Journals are stored in a filing cabinet in a locked cupboard whilst in the setting.

Learning Journals are shared with Schools prior to children leaving the Pre-School and starting Infant School.  The Journals are then returned to parents/carers via feeder schools.

Photographs

Photographs of children are taken and printed within the setting and put into their Learning Journals – No photographs or any written observations are put on social media or shared unless written permission is gained by parent/carer.

What we do with Personal Information once your child has left our setting

Personal information, medical records, accident records, change of clothing/nappies etc are put into storage.  The setting destroys personal information after the legal required time limit by shredding all the information we hold.



The legal basis for handling your data

When collecting your personal data, we will always make it clear to you which data is necessary.

The law on data protection sets out a number of different reasons for which an organisation may collect and process your data.

Consent

In specific situations we can collect and process your data with your consent.

Legal Compliance

If the law requires us to, we may need to collect and process your data.

When do we collect your personal data

We collect your personal data when you:

Complete application forms: which may include names and addresses
Birth certificates
Medical documents: (red book)
Any information from outside agencies involved with your child such as Speech and Language
In the case of Looked After Children, any relevant documentation.

Disclosing information to a third party

In some cases we may have a legal obligation to share your personal data with a third party, for example:

Law enforcement agency, court or Local Government Department that deals with Child Protection Issues.

How do we protect your data

We take security of your personal data seriously.  We have internal policies and strict controls in place to try to ensure that your data is not lost, accidentally destroyed, misused or disclosed and to prevent unauthorised access.

Where we engage third parties to process data on our behalf they:
Are obligated to comply with the requirements of the data protection laws;
Are obligated to only use the data for the purpose/s for which it was supplied;
Are under a duty of confidentiality and are required to implement appropriate technical and organisational measures to ensure the security of your data.



Where do we store your data

All data you provide to us is stored on secure computers or servers located with the UK or European Economic Area.  We may also store paper records in locked filing cabinets or locked cupboards.

How long do we keep your data

We will only retain your personal data for as long as necessary to fulfil the purposes we collected it for, including for the purposes of satisfying any legal, accounting or reporting requirements.

To determine the appropriate retention period for personal data, we consider the amount, nature and sensitivity of the personal data, the potential risk or harm from unauthorised use or disclosure of your personal data, the purposes for which we process your personal data and whether we can achieve those purposes through other means, and the applicable legal requirements.

Your rights

As a data subject, you have a number of rights.  You can:
Request to access and obtain a copy of your data on request;
Request we change incorrect or incomplete data; and
Request that we delete or stop processing data, for example where the data is no longer necessary for the purposes of processing;

Where we rely on consent to processing your personal data you can request to withdraw your consent at any time.

How to contact the Information Commissioner Office (ICO)

If you are concerned about the way your data is handled and remain dissatisfied after raising your concerns you have the right to complain to the ICO who can be contacted at Information Commissioner’s Office, Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 5AF

Name of Setting Data Protection Officer

Jayne Smith
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